Info on financial cyber threats: <https://securelist.com/files/2015/02/KSN_Financial_Threats_Report_2014_eng.pdf>

Information sharing:

<http://darkmatters.norsecorp.com/2015/08/31/information-sharing-motherhood-and-apple-pie-or-risky-business/>

fbi on partnerships:

<https://www.fbi.gov/news/testimony/cyber-security-threats-to-the-financial-sector>

A collaborative traceback against p2p botnet using information sharing and correlation analysis

<http://ieeexplore.ieee.org/xpl/articleDetails.jsp?arnumber=6984294>

<https://www.intgovforum.org/cms/documents/best-practice-forums/regulation-and-mitigation-of-unwanted-communications/411-bpf-2014-outcome-document-regulation-and-mitigation-of-unsolicited-communications-spam/file>

<http://londonactionplan.org>

<https://www.botfrei.de/>

<https://www.abuseinformationexchange.nl/>

<http://www.acma.gov.au/Industry/Internet/e-Security/Australian-Internet-Security-Initiative/australian-internet-security-initiative>

www.signal-spam.fr

In this document the current name of the organisation is used:

M3AAWG. It started as MAAWG in 2004.